
What do health IT 
security managers do? 
When an office or organization 
starts taking steps to protect 
patient data and payment 

information, they need someone with a very 
particular set of skills—skills that make them 
a nightmare for cybercriminals, hackers, and 
viruses.

Here’s a breakdown of their responsibilities:

•  Assessing security measures

•  Identifying weak points and vulnerabilities

•  Developing security policies

•  Providing training for employees

•  Analyzing reports generated by monitoring 
systems

 
 
 

Where do they work? 
Most HIT Security Managers work in office 
settings—usually sitting behind a fancy 
computer. Generally, they work a full 40 hours 
every week, but this could vary based on the 
size, structure, and availability of your team.

How much do they earn? 
Salary is determined by a number of factors 
(location, experience level, etc.), but according 
to PayScale, the median salary for similar 
roles is $65,000–$85,000 a year. Earning 
certifications through CareerStep could put 
you on the higher end of that spectrum.

How’s the job outlook? 
The U.S. Bureau of Labor Statistics projects an 
11% job growth rate through 2028.

"I was very impressed with what CareerStep had to offer. Affordable 
pricing for a comprehensive program, combined with the support and 

flexibility I needed. A perfect choice!" 

JESSICA  C., CAREERSTEP LEARNER

Health IT Security 
Manager
INDUSTRY FACTS

careerstep.com



Health IT Security Manager 
PROGRAM DETAILS

Improve Your Life
When it comes to career training, you’ll find a lot of posers 
out there. Con artists that’ll try to impress you with fancy 
hyperbole. But through all the noise, the distinct sound of 
success can be heard. Your success. All it takes is a little push. 
A nudge in the right direction—and your whole life could 
change. New doors opened. New worlds discovered. New 
opportunities explored. With CareerStep, it all could happen in 
as little as 4 months.

Prepare For A Better Job
Cybersecurity is a serious business. And protecting data is 
a top priority for healthcare providers. If you already know 
the basics of what it takes to keep the bad guys (hapless 
hackers, slimy cybercriminals, and vicious viruses) out, then this 
program is the perfect complement to your current skill set!  

Learn Your Way (From Home)
With online training, you can absorb more knowledge and 
learn more skills—fast. 

•  Study on a schedule that fits your life
•  Progress at a pace that matches your learning style
•  Adjust the time and effort you devote to your coursework 

each day

Receive Coaching and Guidance
When you train with CareerStep, we back you every step of 
the way—from enrollment through course completion.

•  Learner support
•  Technical support
•  Career support (interview coaching and resume reviews)

Get Certified
CareerStep’s HIT Security Manager program prepares 
Learners to earn the following credentials:

•  Certified HIPAA Security Professional (CHSP)
•  Certified Healthcare Cybersecurity Professional (CHCSP)
•  Certified PCI-DSS Security Compliance Healthcare 

Professional (CPCIP)
•  Certified Medical Practice Security Professional (CMPSP)
•  Certificate of Healthcare Leadership Proficiency (CHCSP)

Program Modules and  
Approximate Completion Hours 
 

Module Name

Modules

Certified HIPAA Security Professional

Certified Medical Practice Security Professional

Certified PCI-DSS Security Compliance 
Healthcare Professional

Certified Healthcare Cybersecurity Professional

Certificate of Healthcare Leadership Proficiency

Final Exam

TOTAL HOURS = 20-39
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