Payment Security

LEARNING OBJECTIVES

0 Any business that processes card transactions needs exceptional security. Trust, authority, and legitimacy ...
j Q they could all be lost in the blink of an eye. All it takes is one breach.
O_ That's why Visa, MasterCard, Discover Financial Services, JCB International, and American Express

— established the PCI DSS in 2004: to protect card transactions against data theft and fraud. And following

these guidelines is the best way for any provider to safeguard patient information.

CareerStep’s Payment Security course outlines all PClI compliance standards and provides training for healthcare
professionals who work with protected credit card information.

This course is fully accredited for continuing education, CE / CME and credential renewal for Physicians / PAs, Nurses / RNs /
LPNs, CHCIOs, CAHIMs and CPHIMs managers.

An Introduction to Credit Card Security
« Outline the guidelines established by the Payment Card Industry Data Security Standard.

Understanding Payment Cards

« Discuss when, why, and how card payments are processed.

Best Practices for Payment Card Security

« Learn the best methods for protecting patient card information and data.
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